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First, the news…
• First 5 minutes we talk about something interesting and recent

• You will not be tested on the news part of lecture

• You may use news as an example on tests

• Why do this? 

1. Some students show up late

2. Reward students who show up on time

3. Important to see real world examples



Security properties 

KAMI VANIEA 11



Confidentiality

Integrity Availability
Secure

Defining Security

• Confidentiality 

◦ Ensures that computer-
related assets are accessed 
only by authorized parties.

• Integrity 

◦ Assets can be modified only 
by authorized parties or only 
in authorized ways.

• Availability

◦ Assets are accessible to 
authorized parties at 
appropriate times.

• Secrecy 
• Privacy

• Write protection 
• Deletion protection

• Correct people 
can access

• Online
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Security is a 
whole system 
issue

Security properties to ensure

Confidentiality No improper information 
gathering

Integrity Data has not been (maliciously) 
altered

Availability Data/services can be accessed 
as desired

Accountability Actions are traceable to those 
responsible

Authentication User or data origin accurately 
identifiable

▪ Software

▪ Hardware

▪ Physical 
environment

▪ Personnel

▪ Corporate and 
legal structures
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https://arstechnica.com/information-technology/2017/07/how-i-
learned-to-stop-worrying-mostly-and-love-my-threat-model/



Think-pair-share
• Think quietly to yourself for 1 minute

• Pair and discuss with your neighbor for 3 minutes

• Share with the class – group discussion

KAMI VANIEA 15



A classic data breach
1. Employee is sent a phishing email with a link to a realistic 

looking internal site.

2. Employee opens the email, clicks the link, and types in her 
user name and password.

3. Malicious site collects the password and shows the user that 
everything is actually fine so they are not suspicious.

4. Malicious actor uses user name and password to download 
sensitive files. 
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10 large steps are too complex for small 
companies….
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Cyber Security Essentials
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Cyber Essentials 
Certification
▪ Self-assessment

▪ External 
vulnerability scan 
by an approved 
tester

▪ Internal 
vulnerability scan 
by an approved 
tester
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Cyber Essentials provides a good 
summary of what basic level protection 
looks like. 
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Cyber Essentials 
Controls
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“A system which is unspecified can never 
be wrong, it can only be surprising.”
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Cyber Security Essentials
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Secure Configuration
Objectives: Computers and network devices should be 

configured to reduce the level of inherent vulnerabilities and 
provide only the services required to fulfil their role.

• Default settings are not necessarily secure. 

• Predefined passwords can be widely known. 
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Secure Configuration
1. Unnecessary user accounts should be removed or disabled.

2. Any default password for a user account should be changed 
to an alternative, strong password. 

3. Unnecessary software should be removed or disabled. 

4. The auto-run feature should be disabled. 

5. A personal firewall (or equivalent) should be enabled on 
desktop PCs and laptops, and configured to disable (block) 
unapproved connections by default. 

KAMI VANIEA 31



KAMI VANIEA 32

User

User

User

User

Internet
Home 
Router

Wireless 
Access Point

Mobile 
Devices

Desktop 
PCs and 
laptops

Home PC

Boundary 
Firewall

Router

Personal 
Devices

3rd party 
server

Email, web and 
application servers Databases

Sample 
NetworkScope boundary

Card 
Readers



Configuration is a real problem

0.00% 5.00% 10.00% 15.00% 20.00% 25.00% 30.00% 35.00%

Payment Card Services

POS Intrusions

Cyber-espionage

Denial of Service

Web App Attacks

Physical Theft/Loss

Insider Misue

Crimeware

Misc Errors
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Cyber Security Essentials
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Boundary firewalls and internet gateways
Objectives: Information, applications and computers within the 

organization's internal networks should be protected against 
unauthorized access and disclosure from the internet, using 
boundary firewalls, internet gateways or equivalent network 
devices.

• Boundary devices are the first line of defense.

• Firewall rules can be used to stop basic attacks before they 
even reach the internal network. 
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Boundary devices
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Boundary firewalls and internet gateways
1. Change default administrator passwords for all network devices and 

firewalls.

2. Each rule that allows network traffic to pass through the firewall 
should be subject to approval by an authorized individual and 
documented. 

3. Unapproved services, or services that are typically vulnerable to attack, 
should be disabled (blocked) by the boundary firewall by default. 

4. Firewall rules that are no longer required should be removed or 
disabled in a timely manner. 

5. The administrative interface used to manage boundary firewall 
configuration should not be accessible from the internet. 
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Windows 8 
Firewall rules 



Cyber Security Essentials
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Access control and administrative 
privilege management

Objectives: User accounts, particularly those with special access 
privileges should be assigned only to authorized individuals, 
managed effectively and provide the minimum level of access 
to applications, computers and networks.

• Principle of least privilege – only give users access they need.

• Admin accounts have the most access, if one gets 
compromised it can lead to large scale loss of information. 
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Access control and administrative 
privilege management

1. All user account creation should be subject to a provisioning and approval process. 
2. Special access privileges should be restricted to a limited number of authorized 

individuals. 
3. Details about special access privileges should be documented, kept in a secure location 

and reviewed on a regular basis. 
4. Admin accounts should only be used to perform legitimate admin activities, and should 

not be granted access to email or the internet. 
5. Admin accounts should be configured to require a password change on a regular basis. 
6. Each user should authenticate using a unique username and strong password before 

being granted access to applications, computers and network devices. 
7. User accounts and special access privileges should be removed or disabled when no 

longer required or after a pre-defined period of inactivity. 
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One of the US 
companies that 
manages credit 
scores sold 
data to a 
person who 
ran an online 
ID Theft 
service. 
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http://krebsonsecurity.com/2013/10
/experian-sold-consumer-data-to-id-
theft-service/



Cyber Security Essentials
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Patch management
Objectives: Software running on computers and network devices 

should be kept up-to-date and have the latest security 
patches installed. 

• Vulnerabilities in software are patched through updates. 

• If you don’t install the update, the vulnerability is not patched. 

• However, patching can cause compatibility problems. So you 
should always test the patches.
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Patch management
1. Software running on computers and network devices on the 

internet should be licensed and supported to ensure security 
patches for known vulnerabilities are made available. 

2. Updates to software running on computers and network 
devices should be installed in a timely manner. 

3. Out-of-date software should be removed. 

4. All security patches for software should be installed in a 
timely manner. 
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Vulnerability survival

A. Nappa, R. Johnson, L. Bilge, J. Caballero, and T. Dumitraș, “The Attack of the Clones: A Study of the Impact of Shared Code on Vulnerability Patching,” in IEEE Symposium on Security and 
Privacy, San Jose, CA, 2015.

Vulnerability 
half life



Vulnerability 
survival
▪ The % of 

computers 
patched X days 
after disclosure. 

A. Nappa, R. Johnson, L. Bilge, J. Caballero, and T. 
Dumitraș, “The Attack of the Clones: A Study of the 
Impact of Shared Code on Vulnerability Patching,” in IEEE 
Symposium on Security and Privacy, San Jose, CA, 2015.



Heartbleed

• 600,000 vulnerable serves initially

• 300,000 vulnerable one month later

• 300,000 vulnerable two months later

• 200,000 vulnerable one year later
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Errata Security Blog http://blog.erratasec.com/2014/06/300k-vulnerable-to-heartbleed-two.html
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Cyber Security Essentials
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Malware protection
Objectives: Computers exposed to the internet should be 

protected against malware infection through the use of 
malware protection software. 

• Todays Firewalls are very good, most malicious software must 
be invited in by a user opening an email, browsing a 
compromised website, or connecting compromised media.

• Protection software continuously monitors the computer for 
known malicious programs.
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Malware protection
• Install anti-malware software on all computers that are 

connected to or capable of connecting to the internet. 

• Update anti-malware software on all computers. 

• Configure anti-malware software to scan files automatically 
upon access and scan web pages when being accessed. 

• Regularly scan all files. 

• Anti-malware software should prevent connections to 
malicious websites on the internet. 
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“Malicious payloads were being delivered to 
around 300,000 users per hour. The company 
guesses that around 9 percent of those, or 27,000 
users per hour, were being infected.”

https://www.washingtonpost.com/blogs/the-switch/wp/2014/01/04/thousands-of-visitors-to-yahoo-com-hit-with-malware-attack-researchers-say



“Clients visiting yahoo.com received 
advertisements served by ads.yahoo.com. Some of 
the advertisements are malicious … Instead of 
serving ordinary ads, the Yahoo's servers 
reportedly sends users an ‘exploit kit.’”

https://www.washingtonpost.com/blogs/the-switch/wp/2014/01/04/thousands-of-visitors-to-yahoo-com-hit-with-malware-attack-researchers-say



KAMI VANIEA 57

User

User

User

User

Internet
Home 
Router

Wireless 
Access Point

Mobile 
Devices

Desktop 
PCs and 
laptops

Home PC

Boundary 
Firewall

Router

Personal 
Devices

3rd party 
server

Email, web and 
application servers Databases

Sample 
NetworkScope boundary

Card 
Readers



Questions
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